
Can deterrence work

against contemporary terrorists? Many prominent international relations

scholars and analysts have argued that deterrent strategies have no signiªcant

role to play in countering the new terrorist threat. Richard Betts, for example,

writes that deterrence has “limited efªcacy . . . for modern counterterrorism.”1

A RAND study asserts, “The concept of deterrence is both too limiting and too

naïve to be applicable to the war on terrorism.”2 And the belief that deterrence

is inadequate as a counterterrorist strategy is also shared by President George

W. Bush and his administration, whose National Security Strategy states, “Tra-

ditional concepts of deterrence will not work against a terrorist enemy.”3

The case against the use of deterrence strategies in counterterrorist cam-

paigns appears to rest on three pillars. First, terrorists are thought to be “irra-

tional,” and therefore unresponsive to the cost-beneªt calculation required for

deterrence.4 Second, as Robert Pape argues, many terrorists are said to be so

highly motivated that they are “willing to die, and so not deterred by fear of

punishment or of anything else.”5 Third, even if terrorists were afraid of pun-

ishment, they cannot be deterred because they “lack a return address against
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which retaliation can be visited.”6 (The claim that terrorists are “fanatical” ap-

pears to represent a combination of the ªrst and second pillars.)

If these arguments are correct, not only will deterrence prove ineffective but

the world—and the United States in particular—faces a grim and unprevent-

able onslaught of terrorist attacks. If terrorists cannot be found, the use of force

against them is ineffective. Counterterrorist strategies that attempt to address

root causes, such as “winning hearts and minds” and economic aid and de-

mocratization, are strategies for the long run. In the meantime, religious terror-

ism is on the rise,7 and the rate of suicide terrorist attacks has increased

signiªcantly: from 41 in the 1980s, to 100 in the 1990s, to 174 in 2000–03 alone.8

These trends are particularly dangerous because many scholars, analysts, and

policymakers increasingly worry that terrorists could acquire and use mass ca-

sualty weapons, arguably the gravest threat to developed countries and to

world order.9

In this article, we argue that the claim that deterrence is ineffective against

terrorists is wrong. Many terrorists can be deterred from actions that harm tar-

geted states, and deterrence should remain an important weapon in the

counterterrorism arsenal. Moreover, even seemingly fanatical terrorists, in-

tensely motivated by religious beliefs, are not irrational in a sense that makes

them impossible to deter. Further, some essential elements of terrorist support

systems are likely to be less motivated and therefore vulnerable to traditional

forms of deterrence, particularly at early decision nodes in the lengthy process

of preparation required for major attacks.

Even the most highly motivated terrorists, however, can be deterred from

certain courses of action by holding at risk their political goals, rather than life

or liberty. We show that this is possible for two reasons: (1) terrorist-state rela-
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tionships, while adversarial, are often not zero sum; and (2) although terrorists

are difªcult to ªnd, powerful states still have the ability to inºuence their po-

litical aims. From a policy perspective, the ability to hold political ends at risk

is a crucial point, because doing so stands by far the best chance of fracturing

the global terrorist network, one of the most important objectives of counter-

terrorism policy. Policymakers should be sensitive to this central objective of

grand strategy, namely, preventing terrorist adversaries from cooperating with

one another.

This article has six main sections. In the ªrst, we deªne deterrence in the

context of the interactions between states and nonstate actors and examine

why critics believe that it is an ineffective means of counterterrorism. The next

three sections address each of the purported impediments to deterring terror-

ists. In the section on terrorist motivation, we develop a framework based on

terrorist goals and levels of motivation that clariªes the strategies available to

states to associate costs and beneªts with courses of action of different types of

groups. In the ªfth section, we illustrate the effectiveness of coercion even

against highly motivated groups by analyzing the results of its use against ele-

ments of terrorist networks in the Southern Philippines. We argue that the cur-

rent approach of the U.S. and Philippine governments vis-à-vis the Moro

Islamic Liberation Front (MILF)—accommodating some of the group’s politi-

cal goals and then holding that accommodation at risk to prevent the MILF

from cooperating with al-Qaida and Jemaah Islamiah—is the best means of

achieving the principal U.S. objective of denying all forms of support to

groups intent on mass casualty attacks against the United States. In the con-

cluding section, we apply our theoretical framework to current U.S. efforts to

counter global terrorism and provide policy recommendations based on our

ªndings.

The Meaning of Deterrence in the Context of Counterterrorism

Deterrence approaches are only one of several classes of strategies for counter-

ing terrorism. Other strategies include persuasion (or “winning hearts and

minds”), economic aid and democratization, appeasement, and military

force.10 A deterrence strategy, by contrast, consists of the following two ele-
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ments: (1) a threat or action designed to increase an adversary’s perceived

costs of engaging in particular behavior, and (2) an implicit or explicit offer of

an alternative state of affairs if the adversary refrains from that behavior.11 Ad-

ditionally, to be called a deterrence strategy, this increase in the adversary’s

perceived costs must be the result of costs imposed, at least in some contingen-

cies, by the deterrer itself.12

This deªnition of deterrence subsumes what Glenn Snyder has called “de-

terrence by punishment” and “deterrence by denial.”13 Generalizing these con-

cepts so that they apply to the interactions between state and nonstate actors

as well as to interactions among states, we take deterrence by punishment to
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refer to the threat of harming something the adversary values if it takes an un-

desired action. Such a threatened trigger of punishment might be a terrorist at-

tack, but it might also be an action believed to be a precursor to an attack.14

Deterrence by denial involves “hardening” targets in the hope of making an

attack on them too costly to be tried and convincing terrorists of the state’s de-

termination not to make concessions in the face of terror tactics. Thus, it is gen-

erally true that “where punishment seeks to coerce the enemy through fear,

denial depends on causing hopelessness.”15

For both deterrence by punishment and deterrence by denial strategies to be

successful, two conditions must hold: the threatened party must understand

the (implicit or explicit) threat, and decisionmaking by the adversary must be

sufªciently inºuenced by calculations of costs and beneªts. Because terrorists

can appear fanatical, some analysts believe that, in general, neither of these

conditions can be met. We term this the “problem of irrationality.”

Deterrence by punishment also requires that several additional conditions

hold: the deterrer must be able to hold something the adversary values at risk;

the adversary must value what is held at risk over the expected value of taking

action; and both the threat of retaliation and the deterrer’s promise not to take

action if its conditions are met must be credible. These conditions depend on

the capabilities of the two sides; the deterrer must be able to carry out its

threat. They also depend on the deterrer’s having an incentive to follow

through; the deterrer must not be made worse off by carrying out a threat than

if it had simply not responded to the provocation.16 Thus, the conditions for

deterrence by punishment strategies depend on the existence of a state of the

world that both sides prefer to the state in which the deterrer takes action

against the adversary and the adversary responds as best it can, often by doing
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its worst against the deterrer. This in turn requires that there be some overlap

in the preferences of both sides over states of the world. If their preferences are

precisely opposed, deterrence is impossible.17 As Thomas Schelling puts it, “If

his pain were our greatest delight and our satisfaction his greatest woe, we

would just proceed to hurt and frustrate each other.”18

Viewed in this way, deterrence resembles a bargain: both sides agree to co-

operate on a state of affairs that both prefer to alternatives. Deterrence, there-

fore, is not just about making threats; it is also about making offers. Deterrence

by punishment is about ªnding the right combination of threat and offer that

meets the conditions listed here.19

In the case of state-terrorist interaction, these conditions seem difªcult or im-

possible to meet. Because of their ideological and religious beliefs, many ter-

rorists place extreme value on their political objectives relative to other ends

(e.g., life and property). For this reason, it appears impossible that a deterrer

could hold at risk something of sufªcient value to terrorists such that their be-

havior would be affected. Similarly, deterrence by denial strategies seem des-

tined to fail for the same reason, because they require that terrorists prefer the

status quo to taking action given the dangers. Put differently, if the terrorists’

motivation is high enough, then even a small probability of a successful opera-

tion and a high probability of punishment will not deter them. Further, be-

cause the interests of terrorists and states seem so opposed, it also appears

impossible that the two sides could agree on a state of affairs that both prefer
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No. 6 (July/August 1988), pp. 15–16; Janice Gross Stein, “Reassurance in International Conºict
Management,” Political Science Quarterly, Vol. 106, No. 3 (Autumn 1991), pp. 431–451; and Robert
Jervis, “Rational Deterrence: Theory and Evidence,” World Politics, Vol. 41, No. 2 (January 1989),
pp. 183–207.



to that in which each does its worst against the other. We call these issues the

“problem of terrorist motivation.”

Even if this problem were solved, and targets for retaliation valued by ter-

rorists discovered, a practical problem for deterrence by punishment strategies

seems to remain. The capability to impose sufªcient costs such that terrorists

are deterred may require the ability to ªnd the members of the terrorist group

responsible. We call this the “return address problem.”

Other doubts about the efªcacy of deterrence strategies are still subject to

ongoing debate. Even during the Cold War, analysts pointed out numerous

difªculties with deterrence strategies, as well as a variety of factors that could

lead to deterrence failure.20 Although we disagree with the stronger claims

against the efªcacy of conventional deterrence, we do not try to resolve these

debates here.21 Instead, we focus on the three arguments that pertain particu-

larly to deterrence in the terrorist context.22

The Problem of Irrationality

The assertion that terrorists are highly irrational is contradicted by a growing

body of literature that shows that terrorist groups (though not necessarily

every individual who engages in terrorist activities) usually have a set of hier-

Deterring Terrorism 93

20. As Edward Rhodes wrote in his review of empirical studies of conventional deterrence, “The
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Complexity and the Study of Politics,” Political Analysis, Vol. 11, No. 3 (Summer 2003), pp. 209–233.
22. Throughout we also focus attention on deterrence strategies that target classes of individuals
who are essential for the functioning of a terrorist group as a whole. Deterring speciªc individu-
als retards the capacity of groups only when the supply of individuals willing to ªll their roles is a
constraining factor. In contemporary terrorist networks, this is often true to only a limited degree.



archically ordered goals and choose strategies that best advance them.23 The

resort to terror tactics is itself a strategic choice of weaker actors with no other

means of furthering their cause.24 Suicide tactics in particular, as Pape shows,

are practiced in the context of coercive campaigns and were adopted because

they proved to be remarkably successful for coercing liberal democracies.25 In

addition, terrorist groups have often put interest ahead of strictly interpreted

ideology, for instance, in cooperating with groups and states with opposed

beliefs.26

Therefore, even though terrorist decisionmaking processes are certain to

consist of both rational and nonrational elements, this is neither peculiar to ter-

rorists nor precludes deterrence. Deterrence requires only that terrorists be

sufªciently inºuenced by cost-beneªt calculations. As Robert Jervis argued

more than a quarter century ago, “Much less than full rationality is needed for

the main lines of [deterrence] theory to be valid.”27

The Problem of Terrorist Motivation

The issue of terrorist motivation is the most serious difªculty facing powerful

states attempting to implement deterrence strategies. To address this issue, we

have developed a framework that speciªes the types of deterrence strategies

that can be effective against particular classes of groups and elements of terror-

ist networks.28 This framework is represented in Figure 1, where the intensity

of the terrorists’ motivation is on the vertical axis.29 We deªne “motivation” as
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23. See Martha Crenshaw, “The Causes of Terrorism,” in Charles W. Kegley, ed., International Ter-
rorism: Characteristics, Causes, Controls (New York: St. Martin’s, 1990), p. 117; Betts, “The Soft Un-
derbelly of American Primacy”; Robert A. Pape, “The Strategic Logic of Suicide Terrorism,”
American Political Science Review, Vol. 97, No. 3 (August 2003), pp. 343–361; Jonathan Schachter, The
Eye of the Believer: Psychological Inºuences on Counter-terrorism Policy-Making (Santa Monica, Calif.:
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International Organization, Vol. 56, No. 2 (Spring 2002), pp. 279–289.
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25. Pape, Dying to Win, pp. 44–45.
26. Consider, for instance, al-Qaida’s decision before the 2003 Iraq war to cooperate with Iraqi
Baathists against the United States.
27. Robert Jervis, “Deterrence Theory Revisited,” World Politics, Vol. 31, No. 2 (January 1979),
p. 299.
28. Other authors have suggested a variety of taxonomies of terrorist groups, based on different
criteria, that may prove useful for particular applications. In general, experts have identiªed the
following types of terrorism: nationalist, religious, anarchist, state sponsored, left wing, and right
wing.
29. We have drawn four categories, but each axis is better thought of as representing a continuum.
The more motivated the group, for instance, the less susceptible it will be to the deterrence strate-
gies listed in quadrants 1 and 2.



the extent to which terrorists value their political goals over nonpolitical ends.

Examples of the latter may include life, liberty, property, and social standing

(when not derived directly from terrorist activity). The degree to which terror-

ist groups have some political goals that could be accommodated by deterring

states is on the horizontal axis.

We ªrst discuss the potential of deterrence by punishment strategies tar-

geted at less motivated elements of terrorist networks at stages in the terror

process when they are most susceptible to inºuence. This corresponds to

quadrants 1 and 2 in Figure 1. We show that by considering only the possibil-

ity of deterring a suicide terrorist the moment before he (or, more rarely, she)

commits the act, analysts have overlooked deterrence strategies that could

prove effective. We then consider the possibility of deterring the most highly

motivated terrorists, that is, those willing to run any risk in pursuit of their
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Figure 1. Potential Deterrence Strategies Based on the Intensity of Terrorist Motivation
and the Similarity of Preferences over Outcomes

aSome terrorist groups have objectives that could be at least partially accommodated either
by the deterring state or by actors over whom the deterring state has leverage. In this
sense, the relationship is not zero sum.

b”Temporary deterrence” implies that groups can be influenced to refrain from taking action
while they build capability for larger strikes. This is sometimes to the advantage of the
deterrer because it provides a greater window of opportunity for the use of offensive
strategies against the group.



goals (quadrants 3 and 4). We show that by holding at risk political ends, states

can deter such terrorists from certain courses of action. We then argue that de-

spite the problem of terrorist motivation, deterrence by denial strategies can be

effective against all classes of terrorist groups, and conclude the section by ap-

plying the theoretical framework developed here to the issue of deterring mul-

tiple groups at once.

deterring less motivated elements of terrorist networks

The higher the value terrorists place on what is not gained through terror rela-

tive to what is, the more compelling is a threat against the former, and the

more likely deterrence will succeed. It is less obvious that, through careful at-

tention to the many different elements of terrorist systems and an understand-

ing of the processes that lead to attacks, even apparently highly motivated

groups may be susceptible to the deterrence strategies listed in quadrants

1 and 2.

To produce a large-scale attack, terrorists must constitute a system of actors

fulªlling speciªc functional roles. As Paul Davis and Brian Jenkins character-

ize it, such a system “comprises leaders, lieutenants, ªnanciers, logisticians

and other facilitators, foot soldiers, supporting population segments, and reli-

gious or otherwise ideological ªgures.”30

Some elements of the terrorist system are more difªcult to deter than others.

Financiers, for example, are sometimes less fanatically motivated than other el-

ements of the system and thus easier to deter. Although states often have

difªculty tracking them down,31 they have had success when making this a

priority.32 The greatest difªculties are often political rather than a matter of

ªnding perpetrators, and the resolution of political difªculties usually de-

pends on the level of diplomatic resources that states are willing to commit.

Although ªnding all ªnanciers of all groups prior to terrorist attacks is impos-

sible, once large-scale attacks are committed, it is sometimes possible to con-
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30. Davis and Jenkins, Deterrence and Inºuence in Counterterrorism, p. xi.
31. See, for example, Louise Branson, “Cutting Off Terrorists’ Funds,” Straits Times, September 26,
2001.
32. For instance, the U.S. government has closed down several important sources of terrorist
ªnancing since the attacks of September 11, 2001; and in November 2002, the CIA together with
ªnancial investigators announced that they had traced tens of millions of dollars ºowing to al-
Qaida, mostly from Saudi sources. See, for example, “U.S.: Al Qaida Funded by Only 12 Individ-
uals, Most Saudis,” WorldTribune.com, October 20, 2002, http://www.hvk.org/articles/1002/194
.html. See also The 9/11 Commission Report: Final Report of the National Commission on Terrorist At-
tacks upon the United States (Washington, D.C.: U.S. Government Printing Ofªce, July 2004), p. 382.



centrate investigative resources and uncover the source of ªnancing in

particular cases. A demonstrated policy of committing signiªcant resources to

ªnd and punish ªnanciers may therefore deter an essential part of the system

from engaging in terrorist activity.

This example highlights an underrecognized contrast between brute force

and deterrence strategies. When a government weighs the beneªts of using

force against the costs of diplomatic and material concessions to states whose

assistance is required to punish terrorist militants and ªnanciers, it may decide

that the price is too high. The possibility of deterring future terrorists, how-

ever, provides a strong additional incentive. Thus, a deterrence approach im-

plies an even more aggressive policy than a brute force approach if deterrence

is unsuccessful in a particular case.

State sponsors represent another element of terrorist systems that many

view as less motivated and easier to ªnd, and therefore susceptible to deter-

rence.33 Scholars and policymakers who are skeptical of using deterrence

against terrorists often believe that, on the contrary, their state sponsors are

deterrable. The Bush administration’s National Strategy for Combating Terror-

ism contains a long discussion of the administration’s policy of deterring state

sponsors of terrorism, though it makes no other explicit reference to a deter-

rence approach.34 Other scholars argue, however, that failing states may be

highly motivated to sell their capabilities and provide other assistance for

ªnancial gain. Nevertheless, because the response of a powerful state to a ter-

rorist attack will likely be proportional to the scale of the attack, even highly

motivated potential state sponsors with advanced capabilities and other

countercoercive instruments will be forced to exercise restraint. The capabili-

ties of state sponsors may enable them to avoid being deterred from sup-

porting smaller-scale international terrorism, but powerful states will likely

retain the ability to deter would-be state sponsors from supporting larger-scale

attacks.35

In addition to paying attention to the diverse elements that make up terror-

ist systems, as Michael Powers has argued in the context of WMD terrorism,
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deterrers should think of terrorist activity as a process, or series of actions cul-

minating in violence, rather than a single act or event such as the terrorist at-

tacks of September 11, 2001.36 Consider, for example, the process that

culminated in those attacks. As early as 1996, Mohammed Atta began plan-

ning and recruiting for them in Hamburg. Over the next ªve years, he and his

associates arranged for ªnancing, visas, accommodation, and ºight lessons; se-

lected targets; continued to recruit; and ultimately carried out the attacks.37

Each stage presents an opportunity for detection by intelligence networks and

law enforcement or for a military response. When, at a particular stage in the

process leading to an attack, the risks of detection and punishment outweigh

the beneªts of a successful attack multiplied by the probability of success, the

terrorist or terrorist supporter will be deterred. Deterrence is possible when

the beneªts of a successful attack are not too high, as in quadrants 1 and 2 of

Figure 1.

In analyzing the decision calculus of elements of terrorist systems at each

point in the process, we can see the usefulness of developing a deterrence

strategy that sets triggers for action that occur early in that process. Even

though the early stages are often the most difªcult to detect, the punishment

need not be as severe, nor the probability of detection as high, to have an

equivalent deterrent effect. This is because, in the early stages, the prospects of

achieving a successful attack are more uncertain. Even those willing to give

their lives when the success of an attack is assured may be unwilling to begin a

process that may not, in the end, advance their cause. Thus, to deter terrorists,

states should search for less motivated or more visible elements of terrorist

networks and threaten retaliation at early or more easily detectable stages of

the terror process.

deterring terrorists whose goals can be partially accommodated

In some cases, terrorists are so motivated that deterrence by punishment strat-

egies that target the nonpolitical ends of terrorists are insufªcient. Neverthe-

less, overlap in the preferences of terrorists and deterring states can still create

a range of agreements that deterrence strategies can enforce (see quadrant 3).

This is a type of deterrence by punishment where political ends are held at

risk. Whereas the previous discussion emphasized the potential of the deterrer
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to harm members of the terrorist group, here we also consider the alternative

to the threat, that is, the deterring state’s offer made to the group in the event it

refrains from the undesired behavior.

Terrorists usually have a range of objectives, some dearer than others. States

also have preferences over these same objectives. When the preference order-

ings of terrorists and states are precisely opposed, deterrence is impossible.38

Even a small overlap in the preferences of the two sides, however, can be ex-

ploited in the cause of deterrence. We highlight this possibility by focusing on

two areas of common ground.

First, many terrorist organizations with global objectives have local concerns

even closer to heart. In fact, some organizations merely advance the agenda

of other groups in return for resources and expertise they can apply locally.

For instance, three members of the Irish Republican Army (IRA) arrested in

Colombia in 2001 were “suspected of training the Revolutionary Armed Forces

of Colombia (FARC) in how to conduct an urban bombing campaign.”39 It

is unlikely that the IRA had taken up the cause of Marxist insurgency in

Colombia. Rather, some trade must have occurred between the IRA and the

FARC, such that the interests of both were furthered. In the jargon of the U.S.

National Strategy for Combating Terrorism, the two must have achieved

synergies.

Terrorist preferences of this sort are represented in the upper half of Fig-

ure 2. Such terrorists would like to cooperate with groups intent on striking

the deterring state, or they might like to strike the deterring state themselves.

There are several reasons why this might be the case: a strike might further the

goals of groups directly; the response of the deterring state might be thought

likely to galvanize support for their cause; or assistance on the part of one

group might have been traded for another form of assistance from the other.

The group whose preferences are represented in Figure 2, however, is even

more interested in advancing a local agenda through acts targeted at a domes-

tic audience. Of the forty-two foreign terrorist organizations (FTOs) currently

designated by the U.S. Department of State, the vast majority fall into this cate-

gory to a greater or lesser degree.40

The terrorists’ local agenda may have nothing in common with the foreign

policy goals of the deterring state, but if some aspects of this agenda can be
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even partially accommodated, there is overlap between the preferences of the

two sides. This presents the state with strategic opportunity. Consider, for in-

stance, the interests of the United States vis-à-vis terrorist groups such as

Sendero Luminoso (Shining Path), the Liberation Tigers of Tamil Eelam,

Hamas, and the Basque Fatherland and Liberty. While the interaction between

these groups and the local states may be zero sum—one’s pain is strictly the

other’s gain—their relationship with the United States may not be.41 Each of

these groups may be able to achieve synergies through cooperation with other

transnational groups, but they may prefer not to cooperate with such groups if

that induces the U.S. government to refrain from devoting signiªcant re-

sources to intervening in their local conºicts. The United States, in turn, may

prefer not to devote signiªcant resources to targeting groups that do not coop-

erate with those it considers most threatening.

Thus, if the local agenda does not sufªciently conºict with the interests of

the deterring state, the local interests of the terrorist group can serve as an ef-

fective hostage for a policy of deterrence. Often, the deterring state can

threaten to tip the scales in the local conºict. Terrorist groups whose primary

concern is the local theater may be willing to refrain from certain actions (e.g.,

cooperating with groups considered more dangerous by the deterring state) in

return for less interference by the deterring state in the local conºict. In such

cases, terrorists would be coerced into courses of action not just out of fear for

their lives and property, but also out of fear for their cause. This in turn implies

that designing an effective strategy for combating terrorism requires an in-

depth understanding of terrorist adversaries, not only their capabilities and in-

tentions toward a particular state but also their stakes in other conªgurations.

If, instead, force is actually used by a state against the terrorist group, this

can create a harmony of interest between the group and more dangerous ter-

rorist organizations or even change the preferences of the group such that local

concerns seem less important. If the local agenda is put out of reach, members

of the group may even turn their focus to international terrorism. More impor-

tant, by using force against terrorist groups, states give these groups every in-

centive to cooperate with other groups and organizations whose interests are

similarly opposed by the target state. This is a dangerous possibility because

local terrorist groups can provide “intelligence, personnel, expertise, re-

sources, and safe havens” to groups and individuals who may be even more
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threatening.42 A policy that makes action by the deterring state contingent on

the creation of such links would have the opposite effect. Rather than creating

a harmony of interests among terrorist groups opposed to the deterrer, such a

policy would help to fracture the global terrorist network. In fact, in addition

to being deterred from cooperating, some groups might even be coerced into

providing local intelligence on other groups, as in the case of the MILF dis-

cussed below.

A second example of overlapping preferences that can produce a deterrence

equilibrium occurs when both sides prefer bounding the scope of violence to

the state of affairs when each side does its worst against the other. Sometimes,

by tacitly permitting smaller-scale attacks, or those of a particular type, a state

can deter those of larger scale, or of an alternative variety. Suppose a state can

credibly threaten to inºict substantial damage on the capabilities of the terror-

ist group, in the event the group carries out an attack. If the state makes such a

threat, so that its actions are contingent on the actions of the terrorist group,

what would be the likely response of the group? If the threat is sufªciently

credible, and if lower levels of violence also advance the group’s aims but do

not elicit such a strong response from the target, then the group’s best option

would be to moderate the destruction it causes. The group would be partially

deterred, not for fear of losing life or property, but for fear of losing the ability

to prosecute its cause altogether.43

The conºict between the Israeli Defense Forces (IDF) and the South Lebanon

Army (SLA), on the one hand, and the Lebanese liberation movement

Hezbollah, on the other, may provide an example of these dynamics.44

Throughout the ªrst half of the 1990s, both sides retaliated following success-

ful attacks on their forces by targeting civilians identiªed with the opposing
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side. In 1994 Hezbollah even attacked Jewish targets in London and Buenos

Aires. In 1996 Israel hoped to use force to “break Hezbollah,” in the words of

an Israeli general, in an extensive operation code-named Grapes of Wrath.45

As a result of Israeli air and artillery bombardment, 400,000 Lebanese ºed

north, creating a massive refugee problem for the Lebanese government.

Many Lebanese civilians were also killed, including 102 sheltered in a United

Nations compound. Israel’s attacks put pressure on Hezbollah through several

channels: group members were killed during the operation; refugees created

difªculties for the Lebanese government, which in turn pressured Hezbollah

to make concessions to end the violence (or pressured Damascus to pressure

Hezbollah); there was also a danger that the Lebanese population would cease

its support of Hezbollah to halt the violence.

As a strategy of brute force, the operation was a failure, as hundreds of

Katyusha rockets launched from Southern Lebanon continued to fall on

Northern Israel throughout the conºict. The operation also failed to deter

Hezbollah from future actions against Israeli interests in Southern Lebanon.

Thus, because of Hezbollah’s high level of motivation, Israeli coercion was

insufªcient to compel Hezbollah to give up its objectives entirely. The escalat-

ing cycle of violence was broken, however, by an agreement in 1996, brokered

by former U.S. Secretary of State Warren Christopher. In it, Hezbollah agreed

to refrain from attacking targets inside Israel, and the IDF and SLA committed

to refrain from attacking Lebanese civilians. This agreement appears to have

been generally successful in bounding the scope of the conºict to the present

day. Thus, although Hezbollah could not be deterred from pressing its inter-

ests by violent means, it was deterred from terrorist activities within Israel.

A limited strategy of this sort may be optimal for states that have the capa-

bility to retaliate effectively but also have other pressing uses for intelligence

and operational and other material resources, or whose retaliation would be

associated with extreme costs, such as inºaming resentment against the state.

This approach might be the best strategy against some of the terrorist groups

that Ian Lustick has labeled “solipsistic.”46 Such groups use terror partly or

primarily as a means of affecting the behavior of groups and individuals with

whom the perpetrators identify. Thus, because their use of terror is not meant
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to coerce, lower levels of violence may sufªciently advance their objectives,

and they may not wish to incite the retaliation that a large-scale attack would

bring.47

The sort of preference overlap represented in Figure 2 is also a plausible de-

scription of the state of affairs for the United States and other nations vis-à-vis

certain terrorist groups prior to September 11. Consistent with this interpreta-

tion, the U.S. response to the 2,400 anti-U.S. terrorist incidents from 1983 to

1998 was fairly moderate: the United States retaliated militarily only three

times.48 In the 1990s, the United States experienced a series of terrorist attacks,

some of which were allegedly tied to Osama bin Laden and al-Qaida. Among

these were the attack on the USS Cole off the coast of Yemen in 2000, the

Khobar Towers bombing in Saudi Arabia in 1996, and the ªrst World Trade

Center bombing in 1993. The U.S. response focused primarily on pursuing the

individuals directly involved in the attacks rather than the group responsible.

Although U.S. actions may have been consistent with a policy of deterring

more serious threats, they may also have been interpreted as a sign of unwill-

ingness to bear the costs of a more vigorous response. Bin Laden may have in-

terpreted U.S. withdrawals from Beirut in 1983, following the bombings of the

U.S. embassy and marine barracks, and from Somalia in 1993, six months after

eighteen U.S. soldiers were killed in a ªerce ªreªght in Mogadishu, in this

way.49 If this interpretation is correct, it may be that deterrers must demon-

strate capability and resolve before deterrence can function effectively. The im-

plications of an adversary developing a perception that a deterrer lacks the

willingness to respond are serious because, once established, such reputations

are difªcult to change.50

From a theoretical perspective, the discussion here highlights the impor-

tance of the offer made to the challenging state or terrorist group if it complies

with the deterrer’s demands, and the possibility of using leverage over one po-
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litical end for leverage over the actions a group takes in pursuit of another. By

altering the offer, such as by refraining from intervening in local conºicts or

even tacitly permitting lower-level violence, states can wholly or partially de-

ter even highly motivated groups. At times, therefore, deterring states should

consider limiting their demands.

Furthermore, certain sorts of accommodations are likely to be more effective

than others. In particular, accommodations that can be held at risk serve the

cause of deterrence. Those that do not may reduce terrorist grievances and

therefore motivation, but they do not serve deterrence directly. As an example,

consider a state’s decision to release captured militants. On the one hand, this

strengthens the capabilities of the militants’ organization but does not address

their core concerns. On the other hand, if the group is highly motivated, it is by

deªnition undeterred by fear of capture. Thus, in many cases, the release of

militants will not provide any leverage over the organization’s behavior be-

cause this accommodation, unlike the two other examples given above, cannot

be held at risk.

Any accommodation also carries the risk that it will encourage other groups

to demand similar treatment. The deterring state must therefore be clear in sig-

naling the different approach it intends to use with different groups. Groups

that fall into quadrant 1 in Figure 1 should not be treated like those that fall

into quadrant 3, and the groups must be made to understand this. States will

have to weigh the risks associated with (publicly observable) accommodation

in individual cases.51

deterring terrorists with precisely opposed preferences

Highly motivated terrorists whose preferences are precisely opposed to those

of the deterring state cannot be deterred, though they can be inºuenced.52

They cannot be deterred because their high level of motivation means that no

matter what threat is leveled against them, they will always pursue their objec-

tives, and because their preferences are precisely opposed, no bargaining space

exists. Such terrorists cannot be made to refrain from taking hostile action.

Different groups fall into this category for different states, but in general

few groups belong in quadrant 4. From the perspective of the United States,

because the vast majority of terrorist groups are primarily concerned with lo-
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cal conºicts, only certain parts of the al-Qaida network seem to ªt this

classiªcation.

When states attempt to deter such groups, there is a signiªcant danger that

deterrence may appear to succeed in the short run, lulling the state into com-

placency. If the state has even a chance of retaliating effectively, the terrorist

group may have incentive to bide its time, building its capabilities in prepara-

tion for a more massive strike.53 The radicalization of terrorist discourse in the

1990s may therefore explain both the higher number of casualties per attack

and the decrease in the number of individual attacks.54 Still, in some cases,

such “temporary deterrence” can be useful if it provides the deterring state

with time to apply offensive strategies. Unfortunately, the temporary lull in at-

tacks is likely to be followed by attacks of greater severity.

using deterrence by denial

Deterrence by denial strategies have the potential to be effective against all

four types of terrorist groups. By hardening targets (e.g., fortifying embassies,

reinforcing cockpit doors, upgrading border security, and tightening immigra-

tion controls) and demonstrating resolve not to make concessions, the deter-

ring state can lessen terrorists’ motivation by reducing the beneªts of terror

tactics. Thus, although defensive strategies cannot protect every target, they

can minimize the terrorists’ power to hurt, thereby lessening the coercive

power of terrorist action. This in turn reduces terrorist motivation, increasing

the effectiveness of many of the strategies described above.

As some analysts have pointed out, one of the reasons for the 1998 attacks

on U.S. embassies in Tanzania and Kenya was that terrorists believed that U.S.

assets in Africa were easier targets compared with better-secured facilities in
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the Middle East and elsewhere.55 This has been taken as a sign of the futility of

defensive strategies, but in some ways it is just the opposite. Terrorist motiva-

tion, and with it terrorist actions, would likely increase if the terrorists were

able to strike higher-value targets more easily. Thus, although defensive strate-

gies are inadequate in themselves, they form an important component of a de-

terrence approach.

deterring multiple groups at once

During the Cold War, deterrence was mainly considered in the context of the

interaction between the United States and the Soviet Union. Today, however,

governments are faced with the challenge of deterring multiple groups at

once. This presents both difªculties and strategic opportunities. Investigating

and targeting multiple groups in disparate areas of the globe that use different

languages and operating procedures will severely tax the intelligence, dip-

lomatic, administrative, and military resources of deterring states. States’

activities in different countries require separate negotiations with local author-

ities. These factors limit the ability of the deterrer to threaten focused retalia-

tion against terrorist groups. In fact, a deterrence by punishment policy that

would be successful against a single group may not be credible against multi-

ple groups because of the resource constraints of the deterring state.56

Rather than attempting or threatening to use force against all terrorist

groups at once, a more credible policy might produce the desired result by

committing to focus resources only on those considered the most dangerous.

Suppose there are two groups that a state wishes to deter. Both are highly mo-

tivated, but they do see intermediate levels of violence as furthering their

cause. The deterring state has several options. First, it might threaten both of

them, but the groups might realize that if they both attack, the state’s resources

would not be sufªcient to retaliate effectively against the two at once. Second,

the state could threaten only one, in which case the other would be completely

undeterred. A third option is more attractive, though not without practical

difªculties. The deterring state could threaten to concentrate its resources

against whichever group shows itself to be more dangerous. Each group
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would then have an incentive to be slightly less violent than the other. To plan

operations that the deterrer would perceive as less worthy of retaliation, each

would have to guess the actions that the other group is likely to take. If the two

groups thought of coordinating, they would have no reason to trust each other.

Therefore, because each would be evaluating the likely actions of the other,

and expecting to be evaluated in turn, both would be forced to signiªcantly

moderate their behavior.

In practice, policymakers’ resource allocation decisions require considerable

judgment, and different terrorist groups must be dealt with in different ways.

In attempting to deter multiple groups at once, the deterring state might de-

cide to signal an intention to focus resources on several of the most dangerous

groups. There may also be relatively low-cost actions, such as blocking assets

and restricting the travel of individuals, that could be taken against many ter-

rorist groups. But in other cases, effective measures against groups may re-

quire signiªcant intelligence, diplomatic, and special operations resources.

When signaling dynamics allow, these resources should be reserved for a

smaller set of groups, as described here. Inclusion on this short list should be

as ºuid as possible so that even groups that are not on it are still under threat.

The Return Address Problem

Terrorists are usually difªcult to ªnd, which reduces the degree of coercive

leverage of certain sorts of threats. It does not follow from this, however, that

attempts at deterrence by punishment will fail. Rather, this observation high-

lights the importance of matching the demands that states make of particular

terrorist groups with the level of threat that can credibly be brought to bear

against them. The question then is whether signiªcant demands can be made.

We submit that they can be, despite terrorists’ lack of a “return address.”

First, when states devote sufªcient resources, they can ªnd members of ter-

rorist organizations. Many terrorist groups operate partly or wholly out of

known base areas—for instance, al-Qaida in Afghanistan (before the 2001

war), Abu Sayyaf on the Philippine islands of Basilan and Jolo, and the

Mujahedin-e Khalq in Iraq. The armed forces of the Philippines, assisted by the

United States, were able to ªnd and kill many Abu Sayyaf Group members.

Other terrorist organizations, however, do not have large and identiªable

bases. Some have broad areas of operation, or they may be dispersed in partic-

ular populations. Examples include Aum Shinrikyo, Sendero Luminoso, and
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al-Qaida after the Afghan war. These groups tend to be smaller and, because

they are dispersed among the population, are more difªcult to ªnd.57 Still,

members of such groups have been found in the past and punished for their

activities when states have made this a priority.58 A deterrence approach that

reserves intelligence and other resources for use in cases of deterrence failure

would only increase the ability of states to ªnd group members.

Second, even though targeted states cannot ªnd every terrorist and terrorist

facilitator, they almost always have the ability to increase the costs to terrorist

groups of achieving their political goals.59 States therefore can put these politi-

cal goals further from reach, decreasing the likelihood that the group will

achieve any of its objectives. Some mechanisms for frustrating a group’s politi-

cal goals require that its members be found; others do not. Counterinsurgency

and law enforcement operations are principal examples of the former. Exam-

ples of the latter include a deterring state providing economic and military aid

to governments targeted by insurgents, pressuring targeted states not to make

concessions to terrorists, aiding other groups with goals that are opposed to

those of the terrorist group, and imposing travel and fund-raising restrictions

on terrorist group members.60

Furthermore, uses of force such as counterinsurgency operations need not

result in the capture of every terrorist to seriously harm both the political and
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www.fbi.gov/terrorinfo/counterrorism/waronterrororhome.htm (accessed April 2003); and “Al
Qaeda’s Most Wanted,” USAToday.com, March 2, 2003, http://www.usatoday.com/news/world/
2003-03-02-alqaeda-list_x.htm. According to President Bush, nearly half of al-Qaida’s leadership
had been captured or killed by May 1, 2003. See “President Bush Announces Combat Operations
in Iraq Have Ended,” speech delivered on the USS Abraham Lincoln, May 1, 2003, http://www
.state.gov/p/nea/rls/rm/20203.htm.
59. Scholars who have doubted the efªcacy of deterrence strategies have concurred in this. Robert
Pape, for example, notes that “military action can disrupt a terrorist group’s activities tempo-
rarily.” Pape, Dying to Win, p. 239.
60. Because terrorists depend on support from the communities they live in, it might also be pos-
sible to target the community as a whole, which would also not require ªnding individual terror-
ists. Individuals who terrorists hold dear, such as family members, might also be threatened. We
do not explore these options further except to note that, in many cases, they stand a signiªcant
chance of galvanizing support for the terrorists’ cause.



nonpolitical interests of the terrorist group. In fact, uses of force that fail to ob-

tain a state’s political objectives may still hurt the interests of the group and its

members. Once again, the Balikatan Operation against the Abu Sayyaf Group

is a telling example.

This point is particularly important because it is in cases where other strate-

gies such as force cannot achieve the ends of states that a “bargaining range”

exists. In these situations, the sides may agree to refrain from doing their worst

against the other because terrorist-state interaction is not zero sum, making a

deterrence equilibrium possible. Conversely, if deterrence strategies are inef-

fective in particular cases because terrorists cannot be found, the use of force

will be ineffective as well. Therefore, deterrence strategies that threaten the use

of force are productive when the effectiveness of force occupies a middle

range, when force cannot easily achieve the ends of states but can at least dis-

rupt terrorist group operations.

Third, the difªculty of ªnding terrorists poses a problem for deterrence only

when their motivation is high, and high levels of motivation often make terror-

ists more susceptible to deterrence strategies that target political ends. Less

motivated potential terrorists will be deterred just as less motivated potential

criminals are deterred, even though the police cannot catch every one. Highly

motivated terrorists, because they hold their political goals so dearly, are loath

to run even lower-level risks to these goals. This magniªes the coercive lever-

age of strategies that target political ends.

A related argument made by some scholars is that because terrorists easily

blend into the local population, collateral damage caused by attempts at

retaliation against them inºames hatred of the retaliating state and galvanizes

support for the terrorists’ cause. Indeed, inciting such retaliation may be an ex-

plicit terrorist objective, so threatened retaliation would hardly deter.61 States

have a variety of retaliatory options, however, and some of these are more nar-

rowly focused on terrorists than others. Although lessons from the Israeli-

Palestinian conºict are difªcult to draw, it seems intuitively clear that tactics

that harm or kill large numbers of noncombatants have radicalized more mod-
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erates than tactics that focus squarely on the perpetrators of violence. As an ex-

ample of a more focused approach, consider the Israelis’ reaction to their

athletes being taken hostage by the Palestinian Liberation Organization at the

1972 Summer Olympics in Munich: two of three surviving PLO members were

assassinated without signiªcant collateral damage.62 Interestingly, it is often

resource constraints that prevent states from adopting a more focused re-

sponse, and critics have argued that the Israeli response to the Munich attack

“came with considerable costs in terms of manpower, [and] resources.”63

The danger that, in some instances, punishment could be counterproductive

applies equally to the use of force. Further, deterrence does not require that re-

taliation be in the near-term interests of the side that undertakes it. Rather, as

discussed above, retaliation must hurt the individuals to be deterred, and the

threat of retaliation must be credible. Credibility requires that the beneªts of a

successful deterrence policy (postretaliation), in addition to the direct beneªts

of retaliating, outweigh the near-term costs of retaliating. Thus, if Israeli retali-

ation hurts the perpetrators of terrorist acts, this can serve a policy of deter-

rence even if near-term Israeli interests are also hurt.

Fracturing the Global Terrorist Network in the Southern Philippines

In this section, we test our central argument that important elements of the

global terrorist network can be deterred from actions that harm states. In par-

ticular, groups that have provided essential training and other assistance to the

most dangerous terrorists can be deterred from doing so in the future. We ac-

complish this by examining one case where coercion is being attempted—

against the Moro Islamic Liberation Front—and one case where force was

tried—in the 2002 Operation Balikatan against the Abu Sayyaf Group. These

cases offer useful lessons for U.S. counterterrorism policy because, as one

study suggests, “the Philippines has become the model for additional fronts in

the war on terrorism,” and George W. Bush’s administration intends to use

similar strategies in Indonesia and elsewhere.64 By comparing the outcomes in
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the MILF and Abu Sayyaf Group cases, we illustrate some of the critical dy-

namics of the policy choice.

The MILF case avoids methodological problems commonly associated with

empirical tests of deterrence theories. Testing theories of general deterrence

(where the actions taken by the deterrer are not in the context of an ongoing

crisis) is difªcult because adversaries that seem to have been deterred may not

have wanted to take action in the ªrst place. Examining cases of immediate de-

terrence (where a deterrent threat is made in the context of a crisis) ameliorates

the problem of evaluating the intentions of the adversary but creates a new

difªculty: actual adversaries are unlikely to be representative of the class of

potential adversaries. Thus, inferences drawn from immediate deterrence

cases may not apply to cases of general deterrence. Similarly, the very exis-

tence of a terrorist group marks the group as different from the class of poten-

tial terrorists. So the experience of deterring existing groups that have already

demonstrated a willingness to carry out attacks may not provide lessons that

are immediately transferable to questions concerning the whole class of terror-

ists and potential terrorists.

Because the MILF is known to have cooperated with al-Qaida and Jemaah

Islamiah in the past, we can infer that, under some circumstances, it would do

so again. The case thus avoids the problem of testing for general deterrence be-

cause we know that the action to be deterred is desirable in some instances. At

the same time, the U.S. and Philippine governments began an aggressive cam-

paign to coerce the MILF to sever its ties to Jemaah Islamiah and al-Qaida only

after September 11 and the string of attacks in 2002 linked to these two other

groups.65 Thus, the case also avoids the problem of testing for immediate de-

terrence because of both the unanticipated change in policy by the deterring

governments and the increased resources these governments could credibly

threaten to deploy to enforce compliance.

The MILF case demonstrates each aspect of our argument. First, govern-

ments often have the ability to impose costs on terrorist groups or elements of

terrorist support networks, even those that are highly motivated. Second, such

groups/elements respond to these incentives. Third, states can achieve impor-

tant goals, such as preventing cooperation among terrorist groups, through de-
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terrence. The Abu Sayyaf Group case illustrates both the capacity of states to

harm terrorist groups, and the limitations of force in achieving the true ends of

states that employ it.

deterrence of the moro islamic liberation front

In 1977 Hashim Salamat challenged Nur Misuari for leadership of the Moro

National Liberation Front (MNLF), a group that views itself as carrying on

a several-hundred-year struggle for the rights of Muslims in the Southern

Philippines.66 Although Salamat’s bid for leadership was unsuccessful, several

thousand ªghters remained loyal to him, calling themselves the “new MNLF.”

In 1984 this group renamed itself the Moro Islamic Liberation Front. In the

1980s and early 1990s, the MNLF negotiated with the Philippine government

as the representative of the Moro people, while the MILF concentrated on

building its capabilities and support at the grassroots level. In 1996 the govern-

ment and the MNLF signed a peace agreement, still in place, that promised

greater autonomy for Muslim regions. Within a month, however, ªghting

broke out between the MILF and government forces.67 Battles of varying inten-

sities between the two sides, punctuated by several cease-ªre agreements,

have continued almost to the present day.68

In March 2000, President Joseph Estrada ordered all-out military action

against the MILF that culminated in July when government forces overran the

group’s main base, Camp Abubakar. Despite this use of massive military force,

the group continued to pursue its objectives (principally greater autonomy for

Moros), indicating a high level of motivation. Thus, if the MILF is to be coerced

Deterring Terrorism 113

66. See “Guide to the Philippines Conºict,” BBC News, http://newsvote.bbc.co.uk/mpapps/
pagetools/print/news.bbc.co.uk/2/hi/asia-paciªc/1695576.stm; Anthony Davis, “Attention
Shifts to Moro Islamic Liberation Front,” Jane’s Intelligence Review, April 2002, pp. 20–23; Kristina
Gaerlan and Mara Stankovitch, eds., Rebels, Warlords, and Ulama (Quezon City, Philippines: Insti-
tute for Popular Democracy, 2000); Alonto Norodin Lucman, Moro Archives: A History of Armed
Conºicts in Mindanao and East Asia (Quezon City, Philippines: FLC Press, 2000); Abaton Macapado
Muslim, The Moro Armed Struggle in the Philippines: The Nonviolent Autonomy Alternative (Marawi
City, Philippines: Mindanao State University, 1994); and Hilario M. Gomez, The Moro Rebellion and
the Search for Peace: A Study on Christian-Muslim Relations in the Philippines (Zamboanga City, Philip-
pines: Silsilah, 2000).
67. See, for example, “Chronology for Moros in the Philippines,” Minorities at Risk Project (Col-
lege Park: Center for International Development and Conºict Management, University of Mary-
land, 2004), http://www.cidcm.umd.edu/inscr/mar/chronology.asp?groupId?84003.
68. After a brief suspension of the peace talks in 2005, the Philippine government and the MILF
have started work on a preliminary draft of a peace settlement. The ªnal draft is expected by mid-
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into ending its rebellion, either greater force than the Philippine government

can muster alone must be brought to bear, or some political demands of the

group must be accommodated and the accommodation held at risk.

The Philippine government has repeatedly accused the MILF of terrorist

activities,69 including bus and airport bombings and numerous hostage

takings.70 But the validity of these reports is difªcult to determine because the

government also has incentive to undermine the legitimacy of the group. The

rebels themselves have repeatedly denied these charges.71 Still, independent

sources have also accused the group of using terror tactics, mainly against the

Christian community and businesspeople refusing to pay “tolls” for travel in

areas controlled by the rebels.72 Therefore, it appears likely that the MILF or

some afªliated elements have engaged in some level of terrorism.

There is less doubt that elements of the group have cooperated with other

terrorist organizations.73 Reports of MILF cooperation with al-Qaida and

Jemaah Islamiah come not just from Philippine intelligence sources,74 but also

from many other analysts.75 According to Western and Asian intelligence

sources, “Al Qaeda’s relationship with the Moro Islamic Liberation Front was

. . . fruitful. At Mr. bin Laden’s request, the front opened its Camp Abubakar to

foreign jihadists, which meant they did not all have to go to Afghanistan.
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Ramakrishna, “Forging an Indirect Strategy in Southeast Asia,” Washington Quarterly, Vol. 25, No.
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Three other camps for foreigners were opened in the 1990’s—Camp Palestine,

primarily for Arabs; Camp Vietnam and Camp Hudaibie, for Malaysians and

Indonesians.”76 MILF ofªcials have themselves acknowledged that members

of their group trained in Afghanistan and fought against the Soviets there.77

Singaporean ofªcials have detailed kinship ties between MILF and Jemaah

Islamiah members,78 as well as an attempt by Jemaah Islamiah operations

chief, Riduan Isamuddin (also known as Hambali), to establish a coalition of

Southeast Asian Islamic groups that included the MILF. According to these

ofªcials, “The alliance sought to promote cooperation among the separate mil-

itant groups in obtaining arms, training and ªnancial support, as well as con-

ducting terrorist attacks.”79 In 2003 Fathur Rohman al-Ghozi, a member of

Jemaah Islamiah known to have “trained terrorists from all over the Islamic

world in bomb-making at a camp run by the Moro Islamic Liberation Front,”

was captured and killed by the Philippine military.80 Interrogations of cap-

tured Jemaah Islamiah terrorists, such as Hambali in 2003, though unreliable

in themselves, conªrm the evidence of cooperation between the two groups.81

Differences between groups such as the MILF, on the one hand, and Jemaah

Islamiah and al-Qaida, on the other, make the former more susceptible to cer-

tain kinds of deterrence strategies. Despite MILF cooperation with Jemaah

Islamiah and al-Qaida in the past, the global objectives of these two groups are

not part of the MILF’s core agenda. The MILF explicitly rejected the Taliban’s

call for a jihad against the United States and its allies after the terrorist attacks

on the World Trade Center and the Pentagon.82 It speciªcally condemned the

attacks, as well as the Abu Sayyaf Group and the other “terrorists” in the

Southern Philippines.83 Further, the Philippine government appears willing to
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accommodate many of the goals the MILF is seeking in the ongoing negotia-

tions, and the group’s goals can certainly be accommodated by the United

States, which has little stake in the conºict. Thus, despite the relatively high

level of motivation of MILF members, there appears to be an opportunity to

deter the group from particular courses of action, such as pursuing an inde-

pendent state and using terror tactics. Even if an ultimate resolution of the

conºict cannot be reached, however, the threat of U.S. involvement could deter

MILF cooperation with al-Qaida, Jemaah Islamiah, and the Abu Sayyaf Group.

Following the September 11 attacks, the U.S. and Philippine governments

used the threat of inclusion on the U.S. FTO list as a means of coercing the

MILF.84 In early May 2003, the United States explicitly linked this threat to the

cessation of MILF violence against civilians. As the U.S. ambassador to the

Philippines, Francis Ricciardone, stated, “If they continue with acts of terror-

ism, everybody will consider them terrorists.”85 He further warned the rebels

that they would lose $30 million earmarked by the U.S. Congress for their area

if they did not cut their links to Jemaah Islamiah.86 Other threats were likely

communicated to the MILF through channels that have not yet been docu-

mented or made public, and the coordinated U.S.-Philippine use of force

against the Abu Sayyaf Group must have been at least implicitly threatening.

The MILF has probably been under threat (implicitly and explicitly) from the

United States and the European Union for several years.

The positive turn that peace talks appear to have taken in the last couple of

years may be the result of a combination of promised rewards and the in-

creased severity of the threats that Philippine negotiators can credibly bring to

bear in an environment of heightened U.S. concerns about terrorist activity.

However, because sporadic peace talks began several years prior to the Sep-
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tember 11 attacks, we can only speculate about this. But on the issue of deter-

ring cooperation between the MILF and Jemaah Islamiah, the Abu Sayyaf

Group, and al-Qaida, a signiªcant change in the MILF’s position does appear

to have occurred, with its causal roots in the changed post–September 11 envi-

ronment. In November 2002, as a result of negotiations between the U.S. and

Philippine governments and the MILF, the latter promised to help local au-

thorities arrest about 100 suspected al-Qaida and Jemaah Islamiah operatives.

As one of the negotiators explained, the MILF “is more than willing to provide

concrete proof that it’s not a terrorist group by helping us root out terrorists in

the country.”87 The group also agreed to assist the Philippine government in

ªghting the Abu Sayyaf Group. To this end, it warned the group’s members

against entering the territories the MILF controls and directed its armed forces

to go after “bandits” and other criminal elements in these areas.88

Cooperation against the Abu Sayyaf Group continues, and according to

Philippine Maj. Gen. Raul Relano, the government, “will not stop tracking [the

Abu Sayyaf Group] down with the help of our MILF friends.”89 The Philippine

government and the MILF have also coordinated in strikes against the Abu

Sayyaf Group and the “Pentagon Gang” (a Filipino terrorist group that broke

away from the MILF in 2001 and has continued its involvement in kidnap-

pings and extortion and is currently on the U.S. State Department’s Terrorist

Exclusion List90). What is signiªcant about these latest examples of coopera-

tion with the government is not only that the targeted area is an MILF strong-

hold, but that the rebels provided the Philippine military with critical

intelligence, including information on former MILF members, and even with

operational support.91

Antiterrorist cooperation between the Philippine government and the MILF

was formalized in May 2002 with the creation of the Ad Hoc Joint Action
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Group, which is tasked with carrying out a joint operation to isolate “criminal

syndicates, kidnap-for-ransom groups and other criminal elements within

MILF-controlled areas.”92 At that time, negotiations failed to establish guide-

lines for action, but in late December 2004, this hurdle was overcome. Accord-

ing to MILF spokesman, Eid Kabalu, “The joint effort to ªght terrorism” now

includes “comprehensive coverage of the Southern Philippines.”93

This case illustrates the potential of coercion even against nonstate actors

and highly motivated groups that have engaged in terrorist activities. The case

also demonstrates the importance of tailoring the coercive approach to the

goals and situation of particular groups. It is therefore essential that faraway

powers understand local conºicts intimately before becoming involved.

joint military action against the abu sayyaf group

To fully understand the dynamics of deterrence in the MILF case, it is helpful

to consider both sides’ evaluations of a counterfactual, namely, what the state

of affairs would be if the U.S. and the Philippine governments used force

against the MILF. As discussed above, for a deterrence equilibrium to exist,

both sides must view this outcome as less preferable to the terms of a negoti-

ated solution. Such counterfactuals are always difªcult to know. We can gain

some insight into these questions, however, by brieºy considering a case

known to all parties to the negotiations: the joint U.S.-Philippine military oper-

ation against the Abu Sayyaf Group.

Like the MILF, the Abu Sayyaf Group also split from the MNLF, and the re-

gion of its basing areas is known. Deªnitive information is difªcult to obtain,

but the group appears to number in the hundreds and to be motivated primar-

ily by the proªt it gains from kidnapping ransoms.94 Its ties to bin Laden date

back to ªghting in Afghanistan in the 1980s. From January to July of 2002, the

U.S. and Philippine armed forces conducted Operation Balikatan against the

Abu Sayyaf Group. Approximately 1,300 U.S. troops, including 160 special

forces, and more than 3,000 Philippine soldiers participated in the operation,
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whose main goal was to neutralize the group and to free three hostages (two

Americans and one Filipino).95

This operation exempliªes some of the inherent limitations of using force

against terrorists, even though states can harm terrorist groups. Although sev-

eral hundred Abu Sayyaf Group members were killed, its leadership remained

largely intact and capable of planning and conducting new attacks. One of the

American hostages was rescued, but the other two (an American missionary

and a Filipino nurse) were killed. Basilan island, a stronghold of the group,

was paciªed, but the Abu Sayyaf Group moved to Jolo island, which became

the new center of violence.96 Following the operation, Abu Sayyaf Group activ-

ities included a series of bombings, one of which killed a U.S. Green Beret.97

The presence of U.S. troops in the Philippines also “caused widespread resent-

ment and apprehensions that the U.S. presence may become permanent as it

was before 1992.”98 This presence may radicalize some moderate Muslims in

the area, who have historically been supportive of the United States.99

For the past several years, the U.S. and Philippine governments have been

considering further joint operations against the Abu Sayyaf Group, undertak-

ing one in July 2005.100 Like previous operations, these are likely to kill some

militants, but not all. Those remaining may become more radicalized, and they

may seek to join global terrorist groups when their local objectives are put out

of reach.

Were coordinated U.S.-Philippine military action to be taken against the

MILF, the results would likely be similar, though on a much larger scale given

its greater size. When President Estrada declared “all out war” on the group in

January 1999, 90,000 civilians lost their homes; the operational capabilities of
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the group were retarded but not destroyed; and it was encouraged to adopt

more extreme tactics, including an apparent alliance with another insurgent

group, the New Philippines Army, in Southern Mindanao. (The two groups

agreed to “conduct joint attacks and training exchanges and to share weap-

ons.”101) The use of military force thus has both beneªts and costs. Its periodic

use may be necessary to make threats credible, but in particular situations, de-

terrence appears to be a preferred alternative.

Conclusions and Recommendations for U.S. Counterterrorism Policy

Our analysis leads to several conclusions for U.S. counterterrorism policy.

First, when adequate resources are devoted to deterrence, traditional targeting

of nonpolitical ends can sometimes deter critical elements of terrorist networks

from participating in terrorist enterprises. Signiªcant resources should there-

fore be devoted to pursuing all elements of terrorist systems responsible for at-

tacks after the fact to demonstrate the capability and will to do so and thereby

increase the likelihood of future deterrence success. This implies a higher level

of resource commitment than would be the case if the policy objective were

merely to bring individuals responsible to justice.102 Particular emphasis

should be placed on terrorist ªnanciers because they have targetable assets

(nonpolitical ends) that stand a reasonable chance of being found.

Second, even the most highly motivated terrorist groups can be deterred

from certain courses of action. Of principal importance to the U.S. campaign

against al-Qaida and like-minded groups is the ability to prevent them from

cooperating with each other to achieve synergies. As in the case of the MILF,

groups that are primarily focused on local concerns can be coerced into deny-

ing sanctuary (and other assistance) to members of more dangerous groups.103

When the United States moves beyond a deterrence posture and becomes

even more deeply involved in local conºicts, it will confront a number of im-

portant costs and risks. As Robert Pape and others have shown, U.S. presence

abroad can promote the spread of extremist ideologies.104 The use of military
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force, in addition to carrying direct costs in lives and resources, can become a

critical source of disagreement between allies, as the lead-up to the 2003 Iraq

war showed. Similar disagreements in the future could jeopardize critical U.S.

efforts to maintain a broad antiterrorist coalition. Further, the use of force

against terrorists and insurgencies often fails to achieve political objectives (as

the Abu Sayyaf case shows), and as Martha Crenshaw warns, “may radicalize

the whole movement or some splinter faction.”105

The application of force, and other aggressive policies, against a set of ad-

versaries can also create powerful common interests, driving them to cooper-

ate.106 For instance, in apparent reaction to being branded a terrorist group and

having its foreign assets frozen by Western governments, the communist New

People’s Army of the Philippines announced it would combine forces with the

MILF.107 In fact, the very effectiveness of local antiterrorism efforts may even

turn a local movement into a global one. When primary local goals are put out

of reach, militants may shift their focus to secondary global goals. Thus,

Egypt’s effectiveness in eliminating the threat posed by Islamic Jihad may

have been a reason militants such as Ayman al-Zawahiri refocused their efforts

on new targets,108 linking up with bin Laden and al-Qaida.109

In choosing among policy options, decisionmakers must bear these costs in

mind. This is not to say that the United States should not consider strong mea-

sures, such as the use of military force, in the war on terror. By holding at risk

the local agendas of local groups, however, the United States can often more

effectively achieve its ends of preventing cooperation between groups and de-

nying sanctuary to those against which force will have to be used. Because this

sort of deterrence strategy is also less resource intensive, and less likely to
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cause disagreements among U.S. allies, spread extremism, and drive terrorist

groups together, it is often likely to prove more effective.

Third, most terrorist groups can be deterred from cooperating with al-Qaida

because it is not the archetypal terrorist group. The breadth of its reach, the

fanaticism of its members, and the sweeping nature of its goals make it the ex-

ception rather than the rule. Policymakers should not assume that the experi-

ence of the ªght against al-Qaida is transferable to other groups.

Fourth, the focus of applied resources in the antiterrorist campaign should

be narrowly on al-Qaida and its few current and potential allies whose ideo-

logical afªnity is so strong or whose gains from cooperation so great that they

cannot be deterred. The threat that groups that target the United States directly

will develop or acquire the means of causing mass casualties far outweighs all

other terrorist threats the United States faces. Because of the magnitude of the

resource commitment required to achieve U.S. objectives against these groups,

and the gravity of the threat they pose, no resources should be unnecessarily

squandered on less essential tasks (except perhaps for purposes of demonstrat-

ing capability and resolve in the event of deterrence failure). By deterring

other groups from cooperating with those judged most dangerous, the United

States can signiªcantly decrease the capacity of groups such as al-Qaida, while

still preserving its resources for use against al-Qaida directly.

Fifth, deterrence by denial strategies decrease the coercive leverage of terror-

ist tactics and therefore the motivation to carry out attacks. The United States

should apply such strategies against groups that directly target it. Soft terrorist

targets should be hardened, and resolve not to back down in the face of anti-

U.S. terrorism should be demonstrated whenever possible.110

These conclusions and recommendations are particularly timely because of

the debate within the Bush administration regarding the appropriate scope of

the global war on terrorism. In the spring of 2005, the administration started a

high-level review of its overall counterterrorism policy.111 Taking into account

the lessons from the last three years and changes in the nature of al-Qaida it-
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self, the U.S. government is considering comprehensive changes in its counter-

terrorism strategy. Although it is too early to know for certain, early reports

suggest the likelihood of several key shifts.112 The new policy will emphasize

the need to broaden the tools used to ªght terrorism to more fully include the

use of all instruments of power—diplomatic, economic, and political. This is

all to the good, particularly as it will include resources to more directly con-

front the spread of extremist ideas. At the same time, however, a debate con-

tinues within the administration on the optimal scope of the antiterrorist

campaign, especially once fewer military and intelligence resources are fo-

cused on Iraq. A signiªcant broadening of the scope of the campaign to in-

clude more aggressive policies targeted at a wider range of terrorist groups

will run the risks of high levels of U.S. involvement in local conºicts described

above. To the extent the United States is able to minimize the resources re-

quired to achieve these additional objectives by working indirectly through

partner nations, the risks will be reduced but not eliminated. Given that the

central policy objective in targeting these groups is to prevent them from in-

creasing al-Qaida’s global reach, a deterrence policy may be a better option.
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